
Security and 
Azure Virtual Desktop

Network security
Isolate your Azure virtual machines and data 
from undesirable traffic and users. Securely 
connect to your on-premises datacenter or a 
single computer using Azure Virtual Network.

Identity and access
Azure offers enterprise-level cloud identity 
governance that enables you to manage access, 
secure endpoints, and identify potential threats.

Data protection
Microsoft makes data protection a priority. 
Technology safeguards such as encryption keep 
your data yours, and operational processes about 
data destruction keep it safe from prying eyes.

Data privacy
You control where your data resides and who can 
access it. Limit Microsoft access to and use of your 
data—we never use your customer data for 
advertising purposes.

Threat defense
Protection from known and emerging threats 
requires constant vigilance, and an array of 
defenses is in place. Continuous monitoring and 
analysis of traffic help to reveal anomalies
and threats.

Compliance programs 
and certifications
Cloud compliance is easier with Azure. By 
providing compliant, independently verified 
services, we streamline compliance for the 
infrastructure and applications you run in Azure. 


