
Ensure users are protected with  
security capabilities that respond to the  
latest threats using Windows 10 and Office 365.

Enhance security with 
Windows and Office   
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28% of employees use at least one 
unsanctioned tool to supplement the 
business tools provided by their company.1

250% increase in phishing email detections.3 Taking 
hackers 4 minutes to get into networks through email 
attacks and 286 days for detection, followed by an 
additional 80 days for damage control.4

58% of data breaches took place  
at small businesses.2

Proof points

Protect against external threats and 
leaks with security and compliance 
tools built into your devices.

End of support is here! 

A skyrocketing number of devices and apps put 
your company’s sensitive data at risk.

How will end of support impact me?

As of January 14, 2020, security 
updates and support for PCs 
running Windows 7 will no 
longer be provided.

Extended support for 
Office 2010 will end on 
October 13, 2020.
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$120K is the average 
cost of an SMB 
data breach.5

Avoid security risks 
caused by unsupported 
solutions, in which 69% 
are not aware of the 
end of support date.6

62% lack the skills  
in-house to deal with 
security issues.7

Get modern with Microsoft today:

Leverage built-in automated threat intelligence

Ensure secure remote access across all devices

Controlled access to sensitive business information

Threat-protection technologies in Windows 10 help  
protect against spam, malware, viruses, phishing attempts, 
malicious links, and other threats.
Get built-in malware protection to help keep your  
Windows 10 devices safe from viruses, spyware, and  
other malicious software.

Windows 10 and Office 365 continually update across all 
apps, so you don’t have to worry about upgrades, keeping 
you compliant and secure. 
Stay current with the latest updates and support for Office 
and Windows.

Proactively safeguard your organization with enterprise-level 
security on all apps and devices. 
Control who and when someone has access to your 
business information with security groups and customizable 
permissions across Office 365 services.

Office 365 Move to the cloud

Windows 10 Start now

Modern Desktop Upgrade your devices

69% 62%

https://products.office.com/en-us/business/office
https://products.office.com/en-us/business/small-business-solutions
https://www.microsoft.com/en-us/windows
https://query.prod.cms.rt.microsoft.com/cms/api/am/binary/RE2Og1O
https://www.microsoft.com/en-us/microsoft-365/modern-desktop
https://www.microsoft.com/en-us/windowsforbusiness/view-all-devices

