
Monitor, analyze and assess compliance 
through rich logs and reporting.
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How to provide persistent data protection on-premises and in the cloud
Supporting your GDPR compliance journey with Azure Information Protection
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Admins create policies 
for data classification, 
labeling, and protecting
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Network

Internal External UserBased on sensitivity of data, labels 
are applied by user or automatically.

Gain visibility and 
control over sensitive 
data even as it moves 
to cloud
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Control sharing outside 
your organization

Protect sensitive data with 
encryption or visual markings
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